Multi-Factor Authentication

1. Access iSmartGuide via Canvas or directly at the website isg.suss.edu.sg (best viewed in Chrome
browser). Click on “Sign in”.

SUSS|iSmartGuide Contact Us

iSmartGuide

This online platform hosts a collection of iSmartGuides for easy, on-
demand access anytime, anywhere.

Engage with your Al-powered study buddy for a personalized
learning today!

25 Singapore University of Social Sciences. All Rights Reserved. Privacy Statement | Terms of Use

2. Enter your account login credentials, userID and password, and click on “Sign in”.
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Enter password
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Please sign-in using the following format:
For Staff: UserlD@uninet.edu.sg

For Student, Associates and Alumni:
UserlD@suss.edu.sg



3. You will be asked to set up the Microsoft Authenticator. Click on “next”.

SUSS

More information required

Your organization needs more information to keep
your account secure

Use a different account

Learn more

Please sign-in using the following format:
For Staff: UserlD@uninet.edu.sg

For Student, Associates and Alumni:
UserlD@suss.edu.sg

4. Download the Microsoft Authenticator app from Google Play Store or Apple App Store on your
mobile device. Follow the instructions to set up Microsoft Authenticator. After you install the
Microsoft Authenticator app on your device, click on ‘next” on your web browser.

Important note: Do not click on “I want to use a different authenticator app”.

Microsoft Authenticator

Start by getting the app

On your phone, install the Microsoft Authenticator app. Download now

After you install the Microsoft Authenticator app on your device, choose "Next".

| want to use a different authenticator app

5. Launch the Microsoft Authenticator app on your mobile device. Locate the + icon on the top right
of the interface and click on it.

Authenticator



https://play.google.com/store/apps/details?id=com.azure.authenticator&referrer=+adjust_reftag%3Dc6f1p4ErudH2C%26utm_source%3DLanding%2BPage%2BOrganic%2B-%2Bapp%2Bstore%2Bbadges%26utm_campaign%3Dappstore_android&pli=1
https://apps.apple.com/sg/app/microsoft-authenticator/id983156458?l=en&culture=en-sg&country=sg

6. Click on “Work or school account”.

< Add account

What kind of account are you adding?

0 Personal account

=. Work or school account
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Other account (Google, Facebook,
a etc.)

7. Click on “Scan a QR Code”.

Add work or school account

Eg Scan a QR code

El Signin

CANCEL
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8. Switch to your web browser screen. Click on “next”.

Microsoft Authenticator

Set up your account

If prompted, allow notifications. Then add an account, and select "Work or school”.




9. Scan the QR code on the web browser. You will receive a prompt on your mobile device that the
account has been added successfully. Click on “next” on the web browser.

Microsoft Authenticator

Scan the QR code

Use the Microsoft Authenticator app to scan the QR code. This will connect the Microsoft Authenticator
app with your account.

After you scan the QR code, choose "Next”.
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10. The web browser and the Microsoft Authenticator app on your device have been synced up. What
follows is a test case. The web browser will reveal a 2-digit number (screenshot below is just an
example). Enter the 2-digit number on your mobile device (screenshot further below) and click on
llYesII.

Microsoft Authenticator

Let's try it out
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Approve the notification we're sending to your app by entering the number shown below.
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Back

e Are you trying to sign in?
SUSS University
Enter the number shown to sign in.

Enternumber here
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YES

NO, IT'S NOT ME

| CAN'T SEE THE NUMBER




11. Once the authentication on your mobile device is completed, click on “next” on the web browser.

Microsoft Authenticator

Notification approved
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12. Well done! You have successfully completed the setup of the Multi-factor Authentication on
Microsoft Authenticator app.

Success!

Great job! You have successfully set up your security info. Choose "Done” to continue signing in.

Default sign-in method:

=\
Microsoft Authenticator




